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1
3GPP Work Area

	X
	Radio Access

	X
	Core Network

	X
	Services


2
Classification of WI and linked work items
2.0
Primary classification
This work item is a …

	X
	Study Item (go to 2.1)

	
	Feature (go to 2.2)

	
	Building Block (go to 2.3)

	
	Work Task (go to 2.4)


2.1
Study Item

	Related Work Item(s) (if any]

	Unique ID
	Title
	Nature of relationship

	600046
	Study on Isolated E-UTRAN Operation for Public Safety
	TR 22.897: Stage 1 Study Item

	630015
	Isolated E-UTRAN Operation for Public Safety
	TS 22.346: Stage 1 Requirements

	660059
	Study on architecture enhancements to support Isolated E-UTRAN Operation for Public Safety
	TR 23.797: Stage 2 Architecture Study Item (Rel-13)

	680048
	Isolated E-UTRAN Operation for Public Safety
	TS 23.401 (Annex): Implementation and Deployment Guidelines

	670095
	Study on Security Aspects of Isolated E-UTRAN Operation for Public Safety
	TR 33.897: Security Study Item (Rel-13)

	690047
	Security Aspects of Isolated E-UTRAN Operation for Public Safety
	TS 33.401: Security guidelines


Go to §3.

2.2
Feature
	Related Study Item or Feature (if any)

	Unique ID
	Title
	Nature of relationship

	
	
	


Go to §3.

2.3
Building Block

	Parent Feature (or Study Item)

	Unique ID
	Title
	TS

	
	
	


This work item is … 
	
	Stage 1 (go to 2.3.1)

	
	Stage 2 (go to 2.3.2)

	
	Stage 3 (go to 2.3.3)

	
	Test spec (go to 2.3.4)

	
	Other (go to 2.3.5)


2.3.1
Stage 1

	Source of external requirements (if any)

	Organization
	Document
	Remarks

	
	
	


Go to §3.

2.3.2
Stage 2
	Corresponding stage 1 work item

	Unique ID
	Title
	TS

	
	
	


	Other source of stage 1 information

	TS or CR(s)
	Clause
	Remarks

	
	
	



If no identified source of stage 1 information, justify: 
Go to §3.

2.3.3
Stage 3
	Corresponding stage 2 work item (if any)

	Unique ID
	Title
	TS

	
	
	


	Else, corresponding stage 1 work item

	Unique ID
	Title
	TS

	
	
	


	Other justification

	TS or CR(s) or external document
	Clause
	Remarks

	
	
	



If no identified source of stage 2 information, justify: 

Go to §3.

2.3.4
Test spec

	Related Work Item(s)

	Unique ID
	Title
	TS

	
	
	


Go to §3.

2.3.5
Other
	Related Work Item(s)

	Unique ID
	Title
	Nature of relationship
	TS / TR

	
	
	
	


Go to §3.

2.4
Work task
	Parent Building Block

	Unique ID
	Title
	TS

	
	
	


3
Justification
Isolated E-UTRAN Operation for Public Safety (IOPS) provides the ability to maintain a level of communications for public safety users, via an IOPS-capable eNB (or set of connected IOPS-capable eNBs), following the loss of backhaul communications.

The Isolated E-UTRAN mode of operation is also applicable to the formation of a Nomadic EPS deployment, i.e. a deployment of one or more standalone IOPS-capable eNBs, creating a serving radio access network without backhaul communications and also providing local IP connectivity and services to public safety users in the absence of normal EPS infrastructure availability.

The Rel-13 SA2 study concluded by recommending that an approach based upon the concept of Local EPC(s), co-located with or having local connectivity to E-UTRAN nodes. In the event of a loss of backhaul communications and a transition of the IOPS-capable eNB to support Isolated E-UTRAN operation for a population of IOPS-enabled UEs then AKA can be performed between a Local HSS (contained in the Local EPC) and USIM applications present in the IOPS-enabled UEs dedicated exclusively for IOPS operation (recommended by the SA3 Rel-13 study).
The approach recommended by the Rel-13 studies in SA2 and SA3 (and documented in annexes in TS 23.401 and TS 33.401) has a number of implications which may have drawbacks in the provision of isolated operation given the unpredictable timing and conditions that may be experienced when IOPS operation is invoked:
1. The IOPS-enabled UEs and the Local EPC(s) must be pre-configured with the necessary security credentials.

2. Likewise, the IOPS-enabled eNBs must be pre-provisioned with IP endpoint information, relating to the MMEs of one or more candidate Local EPC instances.
3. IOPS-enabled eNBs can be pre-provisioned with the IP endpoint of a preferred Local EPC MME instance and the IP endpoints of one or more alternative Local EPC MME instances. The alternative Local EPC instances would be used if an S1-MME path cannot be established with the local MME of the preferred Local EPC instance. However, such pre-provisioning cannot take account of reachability at the time of invoking IOPS operation and is less applicable to nomadic scenarios.
4. If multiple eNBs are configured to be served by a single Local EPC, configuration of TAIs for IOPS must ensure that reselection to a cell operating a PLMN in normal mode always triggers an attach request. This configuration will have to be pre-established according to local operator policies.
The surviving communication paths are likely to be unpredictable when disruption to backhaul and inter-eNB communications causes IOPS operation to be invoked. Similarly, the possible communication paths between nomadic EPS systems supporting emergency/disaster scenarios are likely to be unpredictable.  Therefore, it is considered that providing dynamic rather than static solutions to these aspects will mean that any resulting IOPS deployment should be better able to meet the demands of the emergency services.
Consideration of dynamic approaches to provisioning of security credentials would be the responsibility of SA3.

It is proposed that in Rel-14 SA2 consider dynamic approaches to the other aspects listed above.

4
Objective

Study possible solutions to provide dynamic network establishment and maintenance following the loss of backhaul communications.
A dynamic network establishment solution for IOPS may comprise, but need not be limited to the following:
1. Means for IOPS-capable eNBs to discover reachable Local EPC(s).
2. Means for IOPS-capable eNBs and/or Local EPCs to decide/negotiate which of one or more candidate Local EPCs should be activated and form the core network of an IOPS network.
3. Means for the re-negotiation of the Local EPC controlling an IOPS network to handle actual or potential loss of communication with the current controlling Local EPC.
4. Means by which separately formed IOPS networks may merge to form a single IOPS network (particularly relevant to nomadic scenarios).
5. Means by which the entities in an IOPS network may dynamically allocate TACs to be broadcast by the cells in the network dependent upon the controlling Local EPC.
5
Service Aspects

To be addressed by this study.
6
MMI-Aspects

To be addressed by this study.
7
Charging Aspects

Not applicable.
8
Security Aspects

To be addressed by SA3.
9
Impacts

	Affects:
	UICC apps
	ME
	AN
	CN
	Others

	Yes
	
	
	
	
	

	No
	
	
	
	
	

	Don't know
	X
	X
	X
	X
	X
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Expected Output and Time scale

	New specifications  [If Study Item, one TR is anticipated]

	Spec No.
	Title
	1st rsp. WG
	2nd rsp. WG(s)
	Presented for information at plenary#
	Approved at plenary #
	Comments

	TR 23.xxx
	Study on Isolated E-UTRAN Operation for Public Safety; Enhancements
	SA2
	
	SA#72 (Jun 2016)
	SA#73 (Sep 2016)
	


	Affected existing specifications  [None in the case of Study Items]

	Spec No.
	CR
	Subject of the CR
	Approved at plenary#
	Comments
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Work item rapporteur(s)
SA2:
phil.young@gd-ms.uk
General Dynamics UK Ltd.
12
Work item leadership

SA2
13
Supporting Individual Members
	Supporting IM name

	Airbus

	Alcatel-Lucent

	AT&T ?

	Ericsson ?

	General Dynamics UK Limited

	Harris Corporation

	Huawei ?

	Intel ?

	Home Office (UK)

	KPN ?

	LG Electronics ?

	Ministere De L’Interieur (French MoI)

	Motorola Solutions ?

	Nokia Networks ?

	Thales ?

	T-Mobile USA ?

	TNO ?

	US Department of Commerce

	ZTE ?
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